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The Asia-Pacific Region 
plays a considerable role in the 
modern international financial 
system. Integration into global 
economic processes has made 
governments of the Asia-Pacif-
ic region face new threats and 
challenges, including those in 
the field of countering money 
laundering and the financing of 
terrorism. 

In the 1990s, FATF made a 
decision to promote the imple-
mentation of AML/CFT stan-
dards in the Asia-Pacific region. 
In February 1997 in Bangkok 
(Thailand), the Asia-Pacific 
Group (APG) was formed as 
an autonomous regional anti-
money laundering body. In or-
der to coordinate the group’s 
activities, the Secretariat of the 
APG was established, located 
in Sydney (Australia). 

APG became a FATF asso-
ciate member in 2006 and is 
one of the first and the larg-
est FATF-style regional bodies, 

including 40 member states, 
among which are India and 
China - EAG member states. 
Russia and the Eurasian Group 

have observer status in the 
APG.

The structure of APG has a 
number of specific characteris-
tics that make it different from 
other FATF-style regional bod-
ies. The group is headed by 
two co-chairs – an Australian 
representative on a permanent 
basis and a representative of 
another APG member state on 
a rotating basis (in 2011-2012 
- a representative of India). In 
the 2012-2014, a Chinese rep-
resentative will act as the APG 
co-chair. The APG Secretariat 
headed by the Executive Sec-
retary includes ten permanent 
employees, mostly Australian 
citizens.

An important role is played by 
the Steering Group dealing with 
strategic coordination of APG 
activities. The group includes 
the acting co-chairs of the 
APG, the previous co-chair (in 
2010-2011 – from Singapore) 
and a number of APG member 

states, representing certain 
geographic regions (for ex-
ample, Bangladesh from South 
Asia, and the Philippines from 

South-East Asia).
The group’s activities are 

carried out on the basis of a 
Strategic Plan reflecting APG 
mission and goals for the near-
est three years, and the An-
nual Business Plan that gives 
a more detailed overview of the 
APG working program. 

The APG Annual Business 
Plan includes technical assis-
tance in the group’s jurisdic-
tions and training programs in 
its member states. Within the 
framework of the APG, the Do-
nors and Providers Group has 
been established, formed on a 
voluntary basis of APG mem-
ber states and observers. The 
group meets at annual forums 
to discuss issues of technical 
assistance and consulting ser-
vices on numerous problems 
connected with AML/CFT.

Implementation of APG Stra-
tegic Plan allows, through mu-
tual evaluations, for the de-
velopment of mechanisms to 

reform the national AML/CFT 
systems, taking into account 
risks and threats inherent to a 
particular state.

APG takes an active part in 
the discussions of FATF, IMF 
and the World Bank on the ap-
plication of FATF international 
standards in states with a low 
capacity for development of na-
tional AML/CFT systems. The 
Asia/Pacific Group also deals 
with issues concerning finan-
cial inclusion.

APG provides assistance to 
member states having difficul-
ties or deficiencies in developing 
national AML/CFT systems, in 
particular by organizing visiting 
missions. For example, a repre-
sentative of the Eurasian Group 

– an expert from the Russian 
Federation participated in one of 
these missions to Mongolia.
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EAG AND APG: PROSPECTS FOR INTERACTION 

WITHIN THE FRAMEWORK OF THE INTERNATIONAL 

ANTI-MONEY LAUNDERING SYSTEM

Dear colleagues!

The forthcoming summer period will 

be rich on events aimed at securing 

the development of national AML/CFT 

systems and their integration into the 

global financial security system.

Discussion of the upcoming up-

dates of the FATF standards will be 

one of the most important issues in the 

framework of the 14th EAG Plenary 

meeting. In this connection, the goal of 

the EAG is to attract the attention of all 

member-states to the need for a com-

prehensive work to clarify the updates 

to the 40+9 Recommendations.

The interactive Expert Community 

Forum has been launched at the EAG 

web-site and has become one of the 

new directions in the communications 

of the Group. The Forum gives an op-

portunity to involve all interested par-

ties in the discussion on changes in 

the FATF standards.

Case studies and surveys have be-

come another direction of work with 

the expert community. The results of 

one of such case studies dedicated to 

perception of risks and threats of mon-

ey laundering by banking community 

are published in the bulletin.

The priority direction of the EAG 

work is the expansion of cooperation 

with other FATF-style regional groups, 

particularly, with the Asia-Pacific 

Group. Consolidation of efforts in the 

field of typologies, anti-corruption ini-

tiatives, as well as common approach-

es to the assessment of ML/FT risks 

and threats create the basis for long-

term partnership between our groups.

Oleg Markov

EAG Chairman

CHAIRMAN ‘S  
COLUMN

APG jurisdictions

The meeting will be attended by 
representatives of EAG member 
states - Belarus, India, Kazakh-
stan, China, Kyrgyzstan, Russia, 
Tajikistan, Turkmenistan and Uz-
bekistan, as well as by experts 
from countries and international 
organizations having observer sta-
tus in the EAG.

Within the framework of EAG 
Plenary Week, Consultations with 
the private sector on “Revision of 

the FATF standards: On the way to 
transparency of the global financial 
system and the security of national 
economies” will be held. Consul-
tations are designed to clarify the 
forthcoming updates to 40+9 Rec-
ommendations. 

During the 14th Plenary meeting 
member states are planning to sign 
the EAG Agreement. This agree-
ment will establish the EAG as an 
intergovernmental organization 

functioning on the basis of equal 
participation of its member states. 

In addition, the mutual evalu-
ation reports of Kazakhstan and 
Turkmenistan will be adopted. 

On the agenda of the meeting 
there is the presentation of the re-
sults of projects of the International 
training and methodology centre 
for financial monitoring. These 
projects are aimed at rendering 
of information and methodological 

assistance to the EAG member-
states to improve the legislation 
in the field of AML/CFT, as well 
as to hold financial investigations 
and trainings for staff for national 
systems. 

Participants of the Plenary meet-
ing will also discuss the working 
plans of the Eurasian group for the 
period up to 2015, which will help 
to outline the strategic priorities in 
the activities of the EAG.

On 14 – 17 June 2011, Moscow will host the 14th Plenary and Working groups meetings of 
the Eurasian Group on combating money laundering and financing of terrorism

(Continued on page 2)
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The recent  f inancia l  cr is is  has 
aggravated the quest ions connected 
wi th  mainta in ing f inancia l  s tab i l i t y  o f 
nat ional  economies.  Many countr ies 
faced such problems as out f low of 
capi ta l  abroad and the encashment  of 
funds.

Once again,  specia l is ts  of  the 
f inancia l  sphere s tar ted speaking of 
the ef fect iveness and re l iab i l i t y  o f 
the ex is t ing protect ion mechanisms 
of  nat ional  economies,  and above a l l 
–  inst ruments for  the detect ion and 
suppress ion of  act iv i t ies in  money 
launder ing and f inancing of  ter ror ism.

In th is  s i tuat ion,  the quest ion 
emerged – are credi t  inst i tu t ions ready 
to  ass is t  the s tate in  counter ing the 
current  threats? On the whole,  how 
much are credi t  inst i tu t ions in terested 
in  detect ion of  cr iminal  schemes? 

Reputat ional  r isks as a threat  to 
business stabi l i ty

From November 2010 to March 2011, 
the Eurasian Group on countering 
money laundering and financing 
of terrorism, with participation of 
the Association of Russian Banks 
(ARB) organized a comprehensive 
study on the “Management of Money 
Laundering and the Financing of Terrorism 
(ML/FT) Risks in  the F inancia l  Sector : 
Opin ions of  the exper t  communi ty . ” 
The research involved the heads of 
90 banks,  independent  exper ts ,  and 
representat ives of  governmenta l 
author i t ies f rom EAG member s tates.

The study showed that currently the 
need for participation in the process of 
countering money laundering (AML/CFT) 
is  ev ident  for  a l l  f inancia l  market 
p layers.  Business c i rc les are act ive ly 
forming a “mature”  at t i tude toward 
money launder ing act iv i t ies as be ing 
cr iminal  a f fa i rs  undermin ing nat ional 
economies and par t icu lar  bus inesses. 

At  the nat ional  leve l ,  such act iv i t ies 
degrade the investment  at t ract iveness 
of  a  countr y  and af fect  bus iness 
ef f ic iency.  When speaking of  par t icu lar 
banking establ ishments,  the r isk  of 
us ing a credi t  inst i tu t ion for  f inancia l 
f raud is  perce ived as a grave threat 
to  the s tab i l i t y  o f  i ts  operat ions.  The 
inev i tab le consequences of  a  publ ic 
d isc losure of  the facts  conf i rming the 
use of  a  credi t  inst i tu t ion for  money 
launder ing may inc lude the loss of 
t rust  in  th is  bank,  and refusal  o f  i ts 
serv ices by h igh prof i le  customers. 
The unpredic tab i l i t y  o f  i l legal  f inancia l 

f lows and the in tent ion to  h ide the rea l 
source of  income,  create precondi t ions 
for  instabi l i t y  o f  a  f inancia l  inst i tu t ion 
and i ts  poor  re l iab i l i t y  in  the long- term 
perspect ive.  By recogniz ing ser ious 
reputat ion r isks,  banks are mot ivated 
to  act ive ly  implement  var ious 
mechanisms des igned to detect 
suspic ious f inancia l  t ransact ions. 

What do banks monitor? 
R isks of  shadow capi ta l  turnover 

are current ly  considered f rom the 
v iewpoint  o f  avai lab i l i t y  o f  concrete 
s igns ind icat ing f inancia l  t ransact ions. 
Convent ional ly ,  current  r isks may be 
d iv ided in to the fo l lowing groups:
• 	 Customer r isk factors:  non-

standard formats of  act iv i t ies,  non-
t ransparency of  the customer ’s 
proper ty  s t ructure,  a  large 
number of  cash t ransact ions,  use 
of  in termediar ies in  the s t ructure 
of  bus iness re la t ions,  customer 
be longing to  the pol i t ica l  e l i te , 
establ ishment  of  customer 
re la t ionships wi th  non-commerc ia l 
organizat ions,  e tc ;

•	 Country risk factors:  in ternat ional 
and FATF sanct ions,  problems 
wi th  legal  system of  the customer 
countr y ,  suppor t  and mani festat ion 
of  ter ror is t  act iv i t ies,  h igh leve l  o f 
corrupt ion or  o ther  i l legal  act iv i t y , 
poor  development  of  the f inancia l 
system and the banking sector , 
o f fshore zones,  e tc . ;

• 	 Product r isks:  use of  new 

technologies,  in ternat ional 
payments,  non-banking systems 
of  money t ransfer ,  prov is ion of 
serv ices prov id ing anonymi ty , 
t ransact ions involv ing purchase 
and sa le of  bonds and prec ious 
meta ls ,  e tc .

In  the i r  everyday work,  bank 
employees pay the most  carefu l 

a t tent ion to  r isks connected wi th  a 
large number of  cash t ransact ions 
(91%) and wi th  t ransact ions prov id ing 
anonymi ty  of  the customer (89%). 
Most  banks a lso take in to account 
r isks of  work ing wi th  customers who 
are wel l -known pol i t ica l  leaders 
(84%),  as wel l  as non-standard forms 
of  customer ’s  act iv i t ies ( locat ion at  a 
d is tance f rom a f inancia l  inst i tu t ion, 
per formance of  t ransact ions which 
are not  t yp ica l  for  th is  k ind of  act iv i t y) 
(82%). 

Speaking of  the mechanism for 
evaluat ion of  customer r isks,  some 
exper ts  po int  out  cer ta in  d i f f icu l t ies 
ar is ing in  the course of  consider ing 
the h is tory  of  customer ’s  f inancia l 
t ransact ions.  Adequate evaluat ion 
of  r isks in  the work wi th  a par t icu lar 
customer can only  be ensured when 
apply ing a r isk-based approach,  and a 
permanent  moni tor ing of  t ransact ions 
per formed by customers f rom the 
h igh-r isk groups. 

In  sp i te  of  automat ion and per fect ion 
of  many processes re la ted to  customer 
r isk  evaluat ion,  members of  cred i t 

inst i tu t ions s t i l l  use the psychologica l 
factor  as one of  the main factors 
to  evaluate the i r  customers.  The 
ind iv idual  communicat ion of  a  credi t 
inst i tu t ion of f icer  wi th  the phys ica l 
person is  s t i l l  an impor tant  e lement 
and the s tar t ing point  in  the process 
of  making a dec is ion on prov id ing 
serv ices to  the customer.  I t  is  th is 
s tage,  which is  of  determinat ive 
nature in  serv ic ing customers,  as i t 
he lps to  create a barr ier  to  prevent  a 
chain of  i l legal  t ransact ions.  However 
per fect  the sof tware used by the bank 
might  be,  and no mat ter  how st r ic t 
legal  requi rements and l imi ta t ions 
are,  i t  is  on ly  the in formal  appl icat ion 
of  the r isk-or iented approach that 
a l lows ensur ing the maximum level 
o f  secur i t y  f rom f inancia l  cr imes at 
the s tage of  conclud ing a serv ice 
agreement  wi th  the customer.

FATF recommendat ions:  guide for 
act ion

The ex is t ing FATF Recommendat ions 
serve a bas is  for  the development 
of  e f fect ive protect ion measures 
to  protect  nat ional  economies f rom 
act iv i t ies of  organized f inancia l 
groupings. 

The threat  o f  be ing inc luded in to the 
FATF l is t  o f  countr ies wi th  h igh r isk of 
money launder ing and the f inancing 
of  ter ror ism st imulates governments 
to  approve new laws and regulat ions 
meant  to  improve ef fect iveness of 
the f inancia l  t ransact ions moni tor ing 
system. 

Credi t  inst i tu t ions have qui te 
rap id ly  reacted at  the publ ish ing of 
new FATF l is ts  in  February 2010. 
For  instance,  40% of  the banks 
considered i t  necessary to  in t roduce 
immediate ly  new ru les and standards 
concern ing the i r  work wi th  customers 
f rom the countr ies on the FATF 
l is t .  In ternal  contro l  serv ices of 
42% of  the banks have in t roduced 
l imi ta t ions on re la t ionships wi th 
correspondent  banks or  customers 
f rom countr ies wi th  h igh ML/FT r isks. 
At  the same t ime,  19% of  credi t 
inst i tu t ion representat ives noted that 
the appearance of  new FATF l is ts 
had no impact  on the i r  act iv i t ies (no 
addi t ional  l imi ta t ions or  ru les were 
in t roduced) .  This  ind icator  is  based 
on the absence of  t ransact ions wi th 
fore ign customers at  many credi t 
inst i tu t ions.

I t  is  ev ident  for  most  exper ts  that  one 

Management of money laundering and financing of terrorism risks in the 
financial sector: opinions of the expert community

Distribution of answers to the question: “Is there a need for 

development of new requirements (AML/CFT standards) for working 

with transactions involving internet technologies and new payment 

methods?” 

APG maintains cooperation with other 
FATF-style regional bodies. In recent 
times, certain areas of common interest 
have been defined in the activities of APG 
and the Eurasian Group, as well as par-
ticular areas of cooperation, in the devel-
opment of which both organizations are 
interested. 

Together with the FATF, APG made sub-
stantial progress in its work on countering 
corruption. This area of activities is a top 
priority of the Eurasian Group, and could 
become a prospective area for coopera-
tion. 

Ensuring security of national econo-
mies of their member states and effective 
collaboration between them is the goal 
of both organizations. Combating such 

relevant threats as laundering of money 
received from illegal deforestation and 
trade-based money laundering is a com-
mon task for both groups, and serves as 
possibility for development of joint proj-
ects. 

Both groups have developed compre-
hensive communications strategies. The 
information policy of EAG and APG in 
the field of communications is focused 

on maintaining dialogue with research 
experts and professionals working on 
AML/CFT issues.

At the annual Plenary Meeting of APG 
to be held at Kochi (India) in July 2011, 
representatives of EAG and APG are plan-
ning to discuss their joint plans, permitting 
them to expand their regional potential in 
the field of AML/CFT activities.

EAG and APG: prospects for interaction within the framework of the international 
anti-money laundering system
(Continued from page 1)

Diagram 1
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of  the impor tant  e lements of  AML/CFT 
system must  be the s t ruggle against 
corrupt ion.  However ,  when evaluat ing 
the ef fect iveness of  mechanisms, 
which are current ly  a t  the d isposal 
o f  in ternal  contro l  serv ices,  in  the i r 
work on detect ion and suppress ion of 
corrupt ion,  most  banking communi ty 
representat ives point  out  the need for 
the i r  fur ther  improvement .  About  7% of 
the respondents be l ieve that  in ternal 
contro l  serv ices of  the i r  inst i tu t ions 
have a l l  the necessary inst ruments 
for  detect ion of  such cases.  More 
than a quar ter  (26%) of  cred i t 
inst i tu t ion representat ives be l ieve 
that  the i r  in ternal  contro l  serv ices do 
not  have suf f ic ient  oppor tun i t ies to 
detect  corrupt ion- l inked t ransact ions, 
which is  most ly  connected wi th 
receiv ing a corrupt ion income in 
cash.  For  most  representat ives of 
cred i t  inst i tu t ion (66%),  i t  is  ev ident 
that  inst ruments current ly  used by 
the i r  in ternal  serv ices fac i l i ta te 
detect ion of  corrupt ion schemes 
to a cer ta in  degree,  but  addi t ional 
recommendat ions f rom superv isory 
bodies are necessary. 

We can speak of  the ef fect iveness of 
f inancia l  moni tor ing for  the detect ion 
of  corrupt ion-re la ted cr imes only  in 
the case,  when such moni tor ing is  an 
e lement  of  a  comprehensive system 
of  measures for  the exterminat ion of 
corrupt ion as a soc ia l  phenomenon, 
wi th  such system inc lud ing the 
creat ion of  legal ,  inst i tu t ional  and 
organizat ional  mechanisms. 

I t  is  ev ident  that  such mechanisms 
should be h igh ly  sensi t ive to  the 
emergence of  new pat terns of  money 
launder ing of  proceeds,  obta ined as a 
resul t  o f  corrupt ion act iv i t ies. 

New payment methods – new 
money laundering r isks 

The evolut ion of  technologies 
appl ied in  f inancia l  t ransact ions, 
which are pr imar i ly  brought  on by 
act ive development  of  communicat ions 
and or iented at  a t t ract ing more new 
customers,  may create new threats 
wi th  regards to  money launder ing 
r isks.  Today,  independent  exper ts 
draw at tent ion to  the necess i t y  of 
in t roducing s tatutory  requi rements for 
contro ls  over  t ransact ions us ing new 
payment  methods,  especia l ly  methods 
involv ing In ternet  technologies. 

For  a lmost  a l l  c red i t  inst i tu t ions 
(90%) (Diagram 1 ) ,  the need for 
development  of  new methodologies 
to  assess the r isks re la ted to 
act ive implementat ion of  In ternet 
technologies and new payment 
methods is  ev ident . 

One of  the tasks that  regulatory 
bodies face today is  the development 
of  t ypologies for  spot t ing i l legal 
money launder ing schemes based on 
new payment  methods. 

Among the speci f ic  proposals 
suggested by credi t  inst i tu t ion of f icers 
is  the in t roduct ion of  e lect ron ic 
d ig i ta l  s ignature and scanned copies 
of  s igned documents ( inc lud ing for 
t ransact ions per formed by phys ica l 
persons) ,  creat ion of  mechanisms 
for  contro l  o f  customer ident i f icat ion 
in  the remote access mode.  Besides 
th is ,  there is  a  need for  improved 
secur i t y  o f  customer accounts and 
the i r  protect ion against  unauthor ized 
in t rus ion,  which is  be ing rea l ized 
today through act ivat ion of  a  system 

of  ce l l  phone messages in forming 
the customer money being wr i t ten of f 
the i r  account . 

Risk-based approach as the basis 
for  transact ion monitor ing

More than hal f  o f  the in terv iewed 
banks (68%) note the impor tance of 
implement ing r isk-based approaches. 
St i l l ,  we have to  po int  out  that  hopes 
of  some credi t  inst i tu t ion of f icers on 
the chances of  the process becoming 
much eas ier ,  due to  the in t roduct ion of 
some standard schemes and contro l 
mechanisms can hard ly  be just i f ied. 
Exper ts  f rom regulatory  bodies note 
that  organized cr ime can quick ly  react 
to  the in t roduct ion of  new e lements 
of  contro l  by invent ing new ways to 
evade them. 

Moreover ,  i t  is  v i r tua l ly  impossib le 
to  use a un i f ied approach to a l l 
customers when handl ing large 
amounts of  t ransact ions.  I t  is  on ly  by 
apply ing a r isk-or iented approach to 
every customer that  we can ensure a 
h igh leve l  o f  secur i t y  for  the f inancia l 
system, to  protect  i t  f rom r isks of 
be ing involved in  money launder ing 
act iv i t ies.  Such approach wi l l  a l low 
banks to  red is t r ibute resources, 

to  reduce the amount  of  excess ive 
t ransact ions in  the f ramework of 
r isk  assessment  act iv i t ies,  and to 
pay c loser  at tent ion to  customers 
wi th  h igher  r isks of  be ing involved 
in  money launder ing act iv i t ies. 
Representat ives of  the regulatory 
bodies note that  the appl icat ion of  a 
r isk  or iented approach should become 

an obl igatory requi rement  for  a l l  c red i t 
inst i tu t ions in  the nearest  fu ture,  as 
the quest ion of  inc lud ing th is  work ing 
pr inc ip le  in to FATF standards is  be ing 
d iscussed now. 

Joint  ef for ts – the key to AML/CFT 
system ef fect iveness 

Most  representat ives of  the banking 
communi ty  are in terested in  receiv ing 
deta i led in format ion on in ternat ional 
exper ience in  counter ing money 
launder ing,  inc lud ing in format ion on 
typologies,  best  pract ices,  e tc .

About  88% of  banks see act ive 
exchange of  exper ience wi th in  the 
f ramework of  banking and f inancia l 
associat ions and oppor tun i t ies for 
jo in t  search of  e f fect ive means for 
detect ion of  i l legal  f inancia l  schemes 
as an impor tant  e lement  of  the 
AML/CFT system. 

For  c red i t  ins t i tu t ions ,  the  most 
impor tan t  l ines  in  the i r  coopera t ion 
w i th  governmenta l  au thor i t ies 

a re  par t i c ipa t ion  in  s ta f f  t ra in ing 
programs ( representa t ives  o f  84% 
of  bank ing  s t ruc tures  f ind  such 
coopera t ion  impor tan t  to  a  g rea ter 
o r  lesser  degree) ,  and rece iv ing 
consu l ta t i ve  and in fo rmat ion  suppor t 
(Diagram 2 ) . 

Most  representat ives of  cred i t 
inst i tu t ions (88%) note the impor tance 

of  cooperat ion wi th  governmenta l 
author i t ies in  development  of 
leg is la t ive in i t ia t ives on issues 
regard ing contro l  over  f inancia l 
t ransact ions,  and hope that  regulatory 
bodies wi l l  act ive ly  use the potent ia l 
o f  the banking communi ty . 

I t  is  obv ious that  one of  the main 
condi t ions for  e f fect ive funct ion ing of 
an AML/CFT system is  coord inated 
in teract ion between a l l  par t ic ipants of 
f inancia l  re la t ions and governmenta l 
author i t ies,  act ing as regulatory 
bodies for  these processes,  as wel l 
as superv isory bodies and credi t 
inst i tu t ions.  High mot ivat ion of  cred i t 
inst i tu t ions (and most  of  a l l  o f  the i r 
in ternal  contro l  serv ices)  in  th is 
t ype of  cooperat ion is  an impor tant 
ind icator  o f  the pos i t ive dynamics 
of  the processes tak ing p lace these 
days. 

Resul t  o f  the research showed that 
improved work of  cred i t  inst i tu t ions 
in  the f ie ld  of  AML/FT and r isk 
management  is  the key to  ensur ing 

s tab i l i t y  o f  the i r  s t ructure.  I t  is  ev ident 
that  protect ion of  the i r  bus iness 
reputat ion/goodwi l l  and long- term 
stabi l i t y  earns them the t rust  o f  the 
s tate and the i r  in ternat ional  par tners, 
which a l lows them to mainta in  a s teady 
pos i t ion in  the f inancia l  market .

Integration of banking 
community representatives 
into AML/CFT activities

Diagram 2
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Modern technologies of fer 
substant ia l  advantages for 
development of  communi-

cat ions within the Eurasian 
Group. An important direc-
t ion in the EAG act iv i t ies to 

involve a wide circ le of  ex-
perts in the discussions of 
the most re levant AML/CFT 
issues. The interact ive EAG 
Expert  Forum, created on 
the in i t iat ive of  EAG Chair-
man Oleg Markov, is a new 
tool  for  cooperat ion with ex-
perts. 

One of  the f i rst  Forum dis-
cussions was devoted to 
ML/FT r isks in the f ie ld of 
e-money turnover.  This topic 
at t racted the involvement 
of  FIU representat ives f rom 
Ukraine and Russia,  as wel l 
as members of  the banking 
community,  in the discus-
sions. The most act ive par-
t ic ipants were representa-

t ives of  e-money systems, 
such as Yandex Money and 
others.  Part ic ipat ion of  a 
large number of  experts in 
th is discussion al lowed at-
tendees to see these prob-
lems from var ious points of 
v iew, both f rom the view-
point  of  the need for regu-
lat ion of  th is industry and 
creat ion of  barr iers for i ts 
unscrupulous members,  and 
from the viewpoint  of  tech-
nical  capabi l i t ies of  the sys-
tems for the reduct ion of 
ML/FT r isks.

Viktor Dostov,  President 
of  the Electronic Money As-
sociat ion, c la ims the Forum 
is a convenient instrument 

for  cooperat ion between ex-
perts.

In the short  term, there are 
plans to start  d iscussions on 
the actual  pract ice in the ap-
pl icat ion of  the r isk-based 
approach. The next stage of 
i ts development wi l l  be an 
Engl ish language version of 
the Forum, which wi l l  make 
i t  possible to involve our for-
eign col leagues into discus-
sions of  AML/CFT issues. 

The Eurasian Group in-
vites all interested experts 
to register at the Forum and 
take part in its discussions. 
The address of the forum - 
http://experts.eurasiangroup.org

Expert ForumFirst results of work of the EAG Expert Forum

Currently on the world stage we face 
a transformation of the standards reg-
ulating the international financial sys-
tem, in almost all spheres. 

Work on updating the standards of 
anti-money laundering and combat-
ing terrorism financing is a part of 
these global processes, and primarily 
it concerns the changes of the 40+9 
FATF Recommendations. The current 
version of the Recommendations was 
endorsed by more than 180 countries 
and jurisdictions and accepted as a 
universal international AML/CFT stan-
dard. This standard has been applied 
since 2003, and the emergence of 
new risks and threats require new ap-
proaches. The international financial 
crisis revealed special importance of 
the issues of transparency in the fi-
nancial sector.

Why do we need to update the FATF 
Standards, and what areas of AML/
CFT will be changed?

The revision of the recommendations 
is intended to unify the approaches to 
counteracting economic crime, corrup-
tion, terrorism and other threats. As a 
result of updating these recommenda-
tions, the FATF plans to increase their 
effectiveness in the context of the 
emergence of new threats and risks of 
ML/FT. 

Some of the most complex changes 
in the FATF standards are highlighted.

The most significant innovation, 
which affects virtually all aspects, 
is the new level of implementation 
of risk-based approach.

A national assessment of risks and 
threats of ML/FT will determine the di-
rection of national policy in the field of 
AML/CFT. Reallocation of resources 
at all levels towards the most press-

ing risks and significant threats will 
increase the efficiency of their fight 
against money laundering. This will 
include both the state, in terms of su-
pervision, law enforcement and pri-
vate sector. This approach includes 
assessment at the national level as 
well as in dif ferent sectors and in each 
financial institution. Financial insti-
tutions will need to assess risks and 
threats of ML/FT as it applies to their 
activities and choose the most effec-
tive tools to counter them.

In general, the FATF provides for fi-
nancial institutions the expansion of 
their obligations in such areas as:
•	 Identification of clients and new 

standards for management of the 
risks, associated with introducing 
new technologies,

•	 Monitoring the transactions, related 
to non-cooperative territories and 
transparency of legal entities.

The practice of applying standards 
in the identification area prompted 
the FATF to strengthen requirements 
for the identification of the beneficial 
owners of legal entities. In particular, 
additional requirements on studying 
the structure of their management and 
business ownership will be imposed. 
New identification requirements were 
introduced for politically exposed per-
sons. It has been recognized at a high 
level of the international community 
that AML/CFT measures are a power-
ful tool that should be applied in the 
fight against corruption.

The FATF attaches special importance 
to the issue of doing business using new 
technologies. It was decided to single 
out this problem as a separate recom-
mendation, and in this connection, to 
tighten the requirements in terms of new 
products and business practices, as well 
as new instruments of payments. 

The most important change, which 
will affect most elements of AML/
CFT system, will be the consider-
ation of tax and customs offenses 
as predicate to money laundering. 
In the financial sector, this update af-
fects the obligation to direct informa-
tion about suspicious transactions re-
lated to such crimes.

In order to enhance the transparency 
of international financial transactions, 
the FATF is considering the possibil ity 
of changing the international financial 
standards in connection with identi-
fication of senders and recipients of 
remittances. The current standards 
include the obligations of financial in-
stitutions to identify the sender; the 
remittance should be accompanied by 
information about the sender. The new 
standards, most likely, will require fi-
nancial institutions to find out more 
information about the remittance re-
cipients as well. In view of the fact that 
such practices can have a significant 
impact on international transactions 
FATF is holding substantive consulta-
tions with the private sector. 

Among other issues to be considered 
in the context of the revision of recom-
mendations are the powers of law en-
forcement, financial intell igence units, 
as well as international cooperation. 

The FATF will review and specify 
possible changes to the standards 
subject to the discussions with the pri-
vate sector, and they are expected to 
be completed by February 2012. 

It is expected that the new edition 
of the Recommendations is expected 
to be adopted in February 2012. In 
the same year, an assessment meth-
odology wil l be developed and imple-
mented. Thus, the 4th round of mutual 
evaluations of FATF member-states 
wil l start in late 2012 - early 2013. 

In the course of mutual evaluations, 
special attention wil l be paid to the ef-
fectiveness of the systems and their 
elements in both public and private 
sectors. 

The issue of the evaluation of the ef-
fectiveness of self-rating is being dis-
cussed. In this connection, it is nec-

essary to mobil ize the efforts of the 
national AML/CFT systems to enhance 
effectiveness. In this context, the EAG 
member-states should consider devel-
oping criteria for evaluating the effec-
tiveness of national AML/CFT systems 
and carrying out self-assessments as 
one of the priorit ies.

Discussion of the upcoming changes 
of the 40+9 Recommendations will be 
further developed during  the Consul-
tations with the private sector of the 
Eurasian Region, which will be held in 
Moscow on June 14 in the framework 
of the EAG Plenary Week.

Revision of the FATF standards: towards transparency of the global financial 
system and the security of national economies

“…Reviews of ideas expressed at the EAG Expert Fo-

rum will benefit all participants of the discussion. How-

ever, by now we can say that this debate platform has 

revealed an interesting fact – that while the range of 

opinions presented by representatives of the private sec-

tor and those of the regulatory bodies is extremely wide, 

both parties do agree that there is an evident need to pro-

mote combating crime – the very reason for the creation 

of the Eurasian Group.” Viktor Dostov, President of the 

Electronic Money Association.
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